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and pad time on context switch

• seL4 OS kernel’s enforcement of time protection:
• Implemented, evaluated empirically on ARM, x86 

See EuroSys: [Ge et al. 2019]

• Ported to RISC-V with hardware support 
See arXiv preprint: [Buckley, Sison et al. 2023] 
HW support: [Wistoff et al. 2023]
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